
Cybersecurity and Risk Workshop Agenda  
Valencia College of Public Safety, 8600 Valencia College Ln., Orlando, FL 

Wednesday, May 1, 2024  

8:30 – 9:00 a.m. Continental Breakfast and Registration 

9:00 – 9:05 a.m. Welcome and Opening Remarks 
Mary C. Mayhew, President and CEO, Florida Hospital Association 

9:05 – 9:45 a.m. Overview of Cyber Threat Landscape 
John Riggi, National Advisor for Cybersecurity and Risk, American Hospital Association 

• Moderator: John Riggi, National Advisor for Cybersecurity and Risk, American Hospital Association
• Panelist:

o Brian Herron, Supervisory Special Agent, Tampa Division | Orlando RA, Cyber Investigations,
Federal Bureau of Investigation

o Ken Stacy, Supervisory Cybersecurity Advisor, U.S. Department of Homeland Security,
Cybersecurity and Infrastructure Security Agency

9:45 – 10:30 a.m. Agency Incident Response Roles Panel 

• Moderator: John Riggi, National Advisor for Cybersecurity and Risk, American Hospital Association
• Panelist:

o Executive Director Kevin Guthrie, Florida Division of Emergency Management
o Special Agent Christopher Tissot, Florida Department of Law Enforcement
o Brian Herron, Supervisory Special Agent, Tampa Division | Orlando RA, Cyber Investigations,

Federal Bureau of Investigation
o Ken Stacy, Supervisory Cybersecurity Advisor, U.S. Department of Homeland Security,

Cybersecurity and Infrastructure Security Agency
o Mary C. Mayhew, President and CEO, Florida Hospital Association

10:30 – 10:45 a.m. Break 

10:45 – 11:15 a.m. Best Practices and Challenges from Large and Small Hospitals 
John Wilgis, Vice President, Member and Business Relations, Florida Hospital Association 

John Riggi, National Advisor for Cybersecurity and Risk, American Hospital Association 

11:15 a.m. – 12:00 p.m. Ransomware Preparedness and Response 
John Wilgis, Vice President, Member and Business Relations, Florida Hospital Association 

John Riggi, National Advisor for Cybersecurity and Risk, American Hospital Association 

12:00 – 1:15 p.m. Sponsor Introductions and Networking Lunch 

• CyberFlorida
• Aon
• 24By7 Security
• Aegis BizTech

 1:15 – 2:30 p.m.  Cyber Tabletop Exercise 

The discussion-based exercise is designed to be highly interactive and based on real world complex and multi-faceted 
cyber incidents, including high impact ransomware attacks which are disruptive to health care delivery systems and a 
risk to patient safety. This section is structured to engage critical thinking skills, organizational cyber preparedness and 
incident response, clinical continuity capabilities, identify gaps, and test strategic leadership decision making skills under 
simulated adversarial conditions.   



2:30 – 2:55 p.m. Group Discussion and Lessons Learned 

2:55 – 3:00 p.m. Closing Comments 

3:00 p.m. Adjourn   

Thank you to Our Sponsors! 


